HT Remote Management System
User Manual

I Running Environment

1. Operating System: Windows. Linux and all other system which can run JVM.

2. JAVA Platform: Download and install JRE1.4 or JDK 1.4 or higher version. If you already installed
lower version, please unload it first.
When Windows, if you don’t install JVM, JVM will install automatically, please look below.
When not Windows, you must set the JAVA environment variables, set like this [Assuming File

separator character is “\”, path separator character is ”;”]
Add environment variable: JAVA HOME, value is the directory JDK or JRE installed, like “c:\jdk 1.4”
Add environment variable: CLASSPATH, value is “.;%JAVA_HOME%\lib\tools. jar”

(Note: “.;” means a reference to the present directory.)
Set environment variable: PATH, value is "% PATH %;%JAVA HOME%\bin”

(If there isn’t PATH variable, add it)

II Installing HRM System
1. Windows:
Example:
@ Copy the EXE Self-extracting files toany where in your hard disk, and then run it.
@ Select a directory for install, ”C:\Program Files\nrm\hrm_en” for default.
@ When Self-extracting finished, The main program will run automatically.

@ 1f VM isn’t install, it will display this dialog when the program first run, please select the medium radio,
and click “OK?”, install the JVM.

The software that wou are trying to install requires a Jawa Buntime Enwiromment.
The Jawa Buntime Enwiromment could not be detected on youwr computer but 1t can be installed for you

~You hawe the following installation choices:

" mammally locate an already installed Jawa Runtime Enwiromment
(% automatically install the Java Buntime Enwiromment included with this softwars

" download the latest wersion of the Jawva RBuntime Enwiromment from the Internet.

Ok

€ Open "My Computer”, select “Tools” -> "Folder Options” -> "View”, do not select the checkbox of
“Hide protected operating system files” and select the “Show hidden files and folders” radio of the “Hidden files
and folders” radio group.

@ Select the “AUTOEXEC.BAT” file, delete the read-only property, then right click the file, select “Edit”,
and add this command line(“xx.exe” here is the name of the EXE file in the self- extracting folder):

C:

XX.exe

€ Reboot the computer, and the HRM service will launch just after it.



2. Linux
€ |Install JVM
€ Copy the JAR file to the hard disk

III System Note

1. This system is case sensitive. Name can’t be consist of space or “+” or other special characters.

2. This system doesn’t support Chinese or other non-English name temporarily, so when types the name of the

Sip Server, the device, or Administrator, please don’t use non-English characters.

3. Before registration, this system will generate a different serial code every launch. So note that use the

serial code current launch to apply registration code.

4. You can change the device name as you like, if you want to set the initial device name, you can open the
“deviceType.ini” in the self-extracting folder and edit it. For example, you want to set the device name
of one FXS, one FXO and two Etherel Port to “eels10”, just do like below:

ol

File Edit Format Yiew Help

NODLE_1510=gelsla) =)
MODLE_25|

MODLE_15=
MODLE_151L=
MODLE_1P=
NODLE_ZP=

[~

Note: You cann’t change the characters “=" or before it in every row, otherwise will cause the system err.
5. “Host IP” Edit is used for displaying host ip address. If your server’s LAN ip address is mapped to fixed
public ip address by router, and you need access the server from out of the LAN, then type the public ip address
in the edit, and click “Change” button.

# HRM™ Remote Manager _ ||:|| il

Part; |3'3"3'8 Changel HastIP: Changel Register Code: | Registerl

Ton have not register wet, please apply the register code from our company using the =zerial number below!

=

Serial Humber @ feblfZ10bffSc2Gdbabl

6. Below, "system” all means “HT remote management system”.

IV Basic manipulation
1. Add Administrator account
Default User Name and Password of the Super Administrator are both “admin”, you should use these for the
first login, then edit them, and you can add General Administrator account at that time too. General
Administrator only has the privilege to edit his own account and view information. This system only allows one
Super Administrator account and many General Administrator accounts.




Offlines | Poweroffs | SIP Servers | Add Devices | Add SIF Serwver | Search | Account List | Support | Abeut | Quit

Admin Type Uzer Name
Home
i | Edit
M EEEe Super Admin admin 1
i o General Admin g Add

@ Edit Super Administrator account: Home -> Login Accounts, click “Edit”

=101 x|

;//127.0.0.1:8080 - User Accounts - Super Admin - Microsoft

Account Type Super Admin

User Hame Iadmin

Current Paszword I

Hew Fassword I

Confirm Paszword I

privilege Change hiz own account, and edit other accounts

SaveSet |

@ Done l_ l_ l_ l_ l_ |ﬁ Internet o

@ Add General Administrator account: Home -> Login Accounts, click “Add”.

@ Edit General Administrator account; Home -> Login Accounts, click the link of the account you want to
edit.

@ Add Sip Server: Click the “Add SIP Server” link on the navigation bar

<3 http://127.0.0.1:8080 - Add SIP Server - Microsoft Internet Exple =10] x|

With “*% Must Fill

SIF Serwver Hame I

MAC * |00-08-45-00-00-00
IF Address or Domain

Hame * I

Cutbound Froxy IF I

Add SipServer |

@ Done l_ l_ l_ l_ l_ |‘ Inkermet v

@ Edit Sip Server settings: Home -> Super Configuration, click the Sip Server link below “SIP Server List”




a http:/,/127.0.0.1:8080 - SIP Server - Microsoft Internet Explorer - |EI|1|

SIF Serwer Name ISIFﬂ
MAC Address |uu-09-45-uu-un-nu
TP hddress |192_1EE.1_?E

Outbound Froxy Hame I

Subordinate Dewices 1z 101 anes detarls

£dd subordinate dewices
[Devices that add to subordinates must exist already, or wou must add the devices first]

Deviee's maz - |D0-08-45-00-00-00  _,[00-09-45-00-00-00 1] 2|  AddtoList

\:’iewListl Clear List

Sawveset | Delete it |

|&] Done I_I_ I_I_I_ 4 Internet 4
Note: When first use this system, there isn’t any Sip Server or device, please add a Sip Server and edit the
settings of the Sip Server first, then add Devices. You can’t add Devices when there isn’t any Sip Server. And
only the device exist, you can add it to the Sip Server’s subordinates using the “Sip Server” configuration page..
Only the Super Administrator can use this function.

2. Add and edit the Devices
@ Add the devices: Click the “Add Devices” link on the navigation bar
a. Add one



a http://127.0.0.1:8080 - Add One Device - Microsoft Internet Explorer - |I:I|5|

With “#% Must Fill Ahdd Batch

Device Hame I

SIF Serwer ISIFﬂ j

Cutbound Proxy II"IDI"IEj

MaC + |00-03-45-00-00-00 1] 2]

SIF Account ID # I1234 [Composed of numbers, letters and underline]
SIF User ID * |1234 ¥ The same 2z hecount IO

SIF Fassword #* I Generation rule Inu:une jv
Manage File Format | ¢ 0. I Fastfix: I [Like "efg0009450000007 without them]

Type |eetD  +|

Use Template

IMini j Add new template

Submit List |

& LT T T [ wternet Y

b. Add Batch: You must be familiar with "Add One” before use this method, and must click the link
“help” on right angle and read the help document carefully.

a http://127.0.0.1:8080 - Add Batch of Devices - Microsoft Internet Explorer - |I:I|5|
With “*" Must Fill; Support " Add One’ and * Add Batch’ Help
Dewice Hame I
SIF Serwver ISiFﬂ j
Outbound Proxy II"IEII"IEj
MAC * |00-03-45-00-00-00  _,|00-03-45-00-00-00 1] 2]
SIF hecount 1D % | ppoe | [123 1234 pooiein: I
STF W=er IO # Prefix: I |1234 _>|1 234 Postfix: I IDF The same as Account
SIP password #® I G II"IEII"IE VI
Managze File
Format Prefix: Postfix: [Like "cfg000945000000" without them]
Type |eebtn =]
Uze Template IMini j Add a custom template
Addtalist | PastefromxLs Viewlist | Resetlist | Submit List

] [ T T T [ e meernet Y




When add devices successfully, click the link “Account List” on the navigation bar, view the
information of device Sip accounts, and other static configuration. Like the picture shows below:

Order by: Type SIF Server

Device Hame | SIP Aecount IT | SIP User IN | SIF Password MAC SIF Server | Outbound Proxy Type Prefix | Postfix | Template
devl 1234001 1234001 00-09-45-00-00-01 | =ipl eedl0 mini
dev2 1234002 1234002 00-08-45-00-00-02 | sipl eefl0 mini
devd 1234003 1234003 00-09-45-00-00-03 | sipl eef10 mini

Note: You will see there’re “+’s between the two Sip accounts of HT620A or HT611A

MAC is the only identification and no change, you only can set it when add the device, and the device type
property is like this.

Add a device to the Sip Server’s subordinate is the same as change the Sip Server of the device from the
“Device” page. Only change the device settings must one by one.

Note: HT611A and HT620A both have two talking port, they can have two Sip Accounts, two Sip Server,
two Outbound Proxy, which can be the same, please type a space between them, like below:

/3 http://127.0.0.1:8080 - Add One Device - Microsoft Internet Explorer ) [l |
With “** Must Fill hdd Batch
Dewice Hame I

STF Serwver ISIFﬂ "'l
Outbound Proxy II"IDHE! 'l
MA |00-03-45-00-00-00 1] 2|

STP hecount ID # |1234 1235

[Composed of numbers, letters and underline]

SIPF User ID * |'|234 1235 IFThe zame as fecount ID

SIF Pazzword * Iqu""i Generation rule Inm‘IE ]v
Manage File Format | p o5y, I Postfix: I [Like “cfg000945000000° without them]

Type HTEZ0A -
Uze Template IMII"II v| Add mew template
€ [T T T T [ mternet /4
If you use the “Paste from the XLS” method, when edit the EXCEL cells, do like below:
Devicellame Siphccount]D SiplUserID Password JAC sipaerver QutboundProxy Type Prefiy Postfix Template
dev1 12341235 12341235 qaq ww 00-17-13-A0-05-09 sipl sip2 HT6114 mini
|dev2 12361239 12361239 wyrr  00-17-13-A0-04F7 sipl sip2 HI6204 mini

c. The function of “Export as EXCEL file”: Click the “View List” button of “Add Batch of devices” window,



you will open the window of “New device list”, then you can export the new device list to the EXCEL document
by clicking the “Export as EXCEL file” link.

Y http://127.0.0.1:8080 - New device list - Microsoft Internet Explorer =10 x]
B
DevicelName AccountlD UserlD Password MAC SIPServer OuthoundProxy  Type  Prefiz Postfix Template
devl 1234 1234 g 00-17-13-4A0-05-09  sip2 HT&00 it
devd 1238 1238 yy 00-17-12-40-05-0c  sipl HTE10 it

Export as EXCEL file

Before do this, you should do the setting below or this function couldn’t run.
@ Open the IE browser, select “Tools -> Internet Options -> Security”, click the “Custom Level” button

General Security | Privacy I Content I Connections I Programs I Advanced I
Select a ‘Web content zone to zpecify itz secunty sethings.

® ©«@ 0 @9

| nkernet Local intranet  Trusted zites Restricted
sites

Internet
Thiz zone containz all Web zites pou Cites |
haven't placed in other zones

— Securty level for thiz zone

Custom

Cuztom settingz.
- To change the settings, click Custom Level,
- Ta uge the recammended zettings, click Default Level,

I Custom Lewvel... I Default Level |

] 4 | Cancel | Apply |

@ In the Security Settings dialog, select “ActiveX controls and plug-ins” -> “Binary and script behaviors”



-> “Enable”, just like below.

Security Settings il |

Settings:

controls and plug-ins -
ﬁ Aukomatic prompting For Activelr controls
{¥) Disable
{) Enable
@ Binary and script behaviors

) Administrakor approved
{) Disable

% Ciownload signed ActiveX controls

{) Disable
{) Enable
&) Prompt
@ Cownload unsigned Ackivel controls _Ij
3

F o T P N P

al I

—Reset custom settings

Reset ko IMedium j ﬂl
ITI Cancel |

d. Add and edit a template
You can change the settings of a device or a lot of devices which use the template by changing this template,
the settings here are the settings what you can see when you access the web port of a device, except Sip account,
Sip Server and Outbound Proxy.
The devices of every type have “whole” and “mini” templates, which created by this system. The Super
Administrator can create and edit new templates or edit existing templates, just like below:

Home

Device Type | € wso0 & eebto O wmetta C mrseon O mrsor O mrsoe

Login Accounts

¥Yiew Log
Whole Mini  Other custom templates

Device List

Tracking Debug bdd a cuztom template

Super Config

Template Manage

@ Add a custom template: “Home” -> “Template Manage” -> “Add a custom template”, open “Add a
custom template” window, just like below:



2} http://127.0.0.1:8080 - Add a custom template - Microsoft Inte 0] x|

Tpl Hame * I

Type IEEEW vl

Uze IMIFII j [Use & exizting one for the comwenience of
Template editing a new onel

Edit Template |

|@ Cone I_ I_ I_ I_ I_ |ﬂ Inkernet 4

Note: Here, you must select the correct device type, or you may cause mistakes which are not easy
to detect.

@ Edit a template: Every template has two or more editing pages. Please save every page where you making
changes by clicking the “SaveSet” button.

Note: If need set the value of one edit to be blank, you should fill with “@@?”, or the blank edit in the
template page will means this one making no setting.

Note: After making settings of devices by this system, you need only make a few setting by accessing the
web port of the devices like the picture shows below, the value of “Manage Server” is the IP or domain name of
the host which runs this system with the port number (If the port number is 80, it may be omitted). The “Upgrade
Mode” radio group selects “HTTP”.

VOIP

+ DEVICE STATUS Upgrade Mode: € Thp & HTTP
+ BASIC OPTIONS
- SUPER OPTIONS Mansge Sewver  [wwir houtel nef

Firrowrare Server I

. Mlanage File Prefix I
Firreverare Upgrade
Ilanage File Pnstﬁxl

If you type the domain name, the “Use DNS SRV” radio group must select “Yes”.




VOIP

SIF Server Address | (TP acddress or URL)

+DEVICE STATUS  [olirtz sy | (P address or URL,if any)
+ BASIC OPTIONS |
- SUPER OPTIONS

SIP User [D { ussigned user ID or phone murher)

Lecount [D I
(Can be sare as or different from SIP User ID)

Authentication Password I {For secunity, passwond does not display)

Displey Name | (Optioral)
1se DNS SRV CHa O Yes

After saving the settings above and rebooting the device, the device will get the management file from this
system, and then get all the settings.

Only the Super Administrator can use this function.
3. View the status of the Sip Servers and the devices and the log records of the devices, to check if they work

well.
@ View the status of the Sip Servers and the devices: “Home” -> “Device List” -> “All Sip Facilities”

Search Order by: Type SIF Server Status
Device Name Type MAC IF SIF Server | SIF Aeeount ID | SIF User ID | Status e
( hh:mm:zs)
sipt | 00-09-45-00-00-00 | 192.168.1.78 | O Offline |  —— |  ——- Hormal stime
dewl eefl0 | 00-09-45-00-00-01 | -——- sipl 1234001 siplzerID Poweroff 0:0:20
dev2 eefl0 | 00-09-45-00-00-02 |0 - sipl 1234002 siplzerID Poweroff 0:0:20

@ View the log records of the devices: “Home” -> “View Log” -> “Log List”

Save the latest 3 days log records Order by: Time Type SIFSerwer Ewent
. Date Time
Device Hame Type SIF Server € yy—mm-dd ) Event € bhemm: == )
lucy htB10 HTE10 Server 2007-4-25 Foweron 15:43:53
lucy_htBi0 HTE10 Server 2007-4-25 Login 15:43:58

4. Change the settings of this system, such as the number of devices that more than the number devices offline
define the Sip Server failure, the type name of devices and so on.
Only the Super Administrator can use this function.



